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	Reason for change:
	The UE location format in case untrusted or trusted non-3GPP access is used includes UE local source IP address and (if NAT is detected) UDP or TCP source port. This is e.g. clear in TS 23.501, clause 5.6.2:
The User Location Information may correspond to:
-	In the case of 3GPP access: Cell-Id. The AMF includes only the Primary Cell-Id even if it had received also the Cell-Id of the Primary cell in the Secondary RAN node from NG-RAN.
-	In the case of Untrusted non-3GPP access: a UE local IP address (used to reach the N3IWF) and optionally UDP or TCP source port number (if NAT is detected).
-	In the case of Trusted non-3GPP access: TNAP/TWAP Identifier, a UE/N5CW device local IP address (used to reach the TNGF/TWIF) and optionally UDP or TCP source port number (if NAT is detected).
UDP/TCP ports are also supported by	Namf_Location_ProvideLocationInfo service operation described in TS 23.502, clause 5.2.2.5.4.
However, the AMF Event Exposure service only includes UDP port. This has caused some unclarities in stage 3 discussions.
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*************** First change ***************
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Service description: This service enables an NF to subscribe and get notified about an Event ID.
Following UE access and mobility information event are considered (Event ID is defined in clause 4.15.1 and Table 4.15.3.1-1):
-	Location Report (TAI, Cell ID, N3IWF/TNGF node, UE local IP address and optionally UDP or TCP source port number);
-	UE moving in or out of a subscribed "Area Of Interest" as described in clauses 5.3.4.4 and 5.6.11 in TS 23.501 [2];
-	Number of UEs served by the AMF and located in "Area Of Interest";
-	Time zone changes (UE Time zone);
-	Access Type changes (3GPP access or non-3GPP access);
-	Registration state changes (Registered or Deregistered);
-	Connectivity state changes (IDLE or CONNECTED);
-	UE loss of communication;
-	UE reachability status;
 -	UE indication of switching off SMS over NAS service; 
-	Subscription Correlation ID change (implicit subscription);
-	UE Type Allocation code (TAC);
-	Frequent mobility re-registration;
-	Subscription Correlation ID addition (implicit subscription);
-	User State Information in 5GS, as described in clause 5.4.4 in TS 23.632 [68];
-	UE access behaviour trends (see clause 4.15.4.2);
-	UE location trends (see clause 4.15.4.2); and
-	Total number of Mobility Management transactions:
-	The Total number of Mobility Management transactions is used to collect the number of MM transactions of a SUPI or Internal Group ID, for example Dispersion Analytics as specified in TS 23.288 [50]. The Total number of transactions is incremented when the NAS signalling transactions from Authentication, Registration, De-Registration, Service Request and UE Configuration Update procedures is completed. Only the periodic reporting mode applies.
In addition to UE access and mobility information event, AMF exposes the "S-NSSAIs per TA mapping" event providing, per TAI, the related access type and list of restricted or unrestricted S-NSSAIs per PLMN. The Event Consumer may use as target of event reporting a list of TAIs, or "any TAI", and may use event filter information including a list of "S-NSSAIs". Whenever there is a change in restricted or unrestricted S-NSSAIs per PLMN for a TA, the event notification is generated with the updated information.
Event Filters are used to specify the conditions to match for notifying the event (i.e. "List of Parameter values to match"). If there are no conditions to match for a specific Event ID, then the Event Filter is not provided. The following table provides some examples on how the conditions to match for event reporting can be specified for various Event IDs for AMF exposure.
NOTE:	The conditions to match can be set based on AMF-associated expected UE Behaviour parameter(s) to only notify the event when the UE's behaviour deviates from its expected UE behaviour as described in TS 23.288 [50].
Table 5.2.2.3.1-1: Example of Event Filters for AMF exposure events
	Event ID
	Event Filter (List of Parameter Values to Match)

	Location Report
	<Parameter Type = LocationFilter, Value = TA1>

	UE moving in or out of Area of Interest
	<Parameter Type = TAI, Value = TA1>
<Parameter Type = S-NSSAI, Value = S-NSSAI1>
<Parameter Type = NSI ID, Value = NSI ID1>
<Parameter Type = PRA ID, Value = PRA ID value>

	Access Type
	<Parameter Type=AN Type, Value=3GPP Access">

	Location
	<Parameter Type=TAI, Value=wildcard> (to report any TAI change)

	Location
	<Parameter Type=TAI Value=abnormal> (to report only when the TAI deviates from expected values based on Expected UE Moving Trajectory).

	Reachability Filter
	Applicable to the event UE reachability. Value = UE reachability status change or UE reachable for DL traffic. Absence of this parameter in UE reachability event request is interpreted as "UE reachability status change".

	Total number of Transactions
	<Parameter Type = TAI, Value = TA1>
<Parameter Type = S-NSSAI, Value = S-NSSAI1>



The following service operations are defined for the Namf_EventExposure service:
-	Namf_EventExposure_Subscribe.
-	Namf_EventExposure_UnSubscribe.
-	Namf_EventExposure_Notify.
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